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Programmable Logic Controllers (PLCs) control valuable assets all around the world. Cyberattacks on such assets can cause system unavailability, leak of information, financial losses and most important - fatality. PLC security is therefore very important.

Cyber security is like a game of "cat and mouse" that takes place between attackers who wish to harm and defenders who are determined to defend. This work regards the defenders' side of cyber security and presents what can be done in order to protect

PLCs from cyberattacks.

One method of securing PLCs includes hardening the PLC, i.e. making them harder to penetrate and harder for cyberattackers to harm. Four aspects of PLC hardening are

presented [1] [2] [3].

First, PLC hardening comprises securing the PLC's IDE (Integrated Development Environment) from where the PLC program can be accessed and changed, which isa vulnerable territory for attackers. IDE securing can be achieved mainly by making it harder to penetrate. This can be accomplished by numerous security operations such as user authentication and splitting the code into sections.

Other aspects include physical and logical hardening. Physical hardening mainly includes preventing physical access, while adding physical isolation, and physical devices to defend the PLC such as circuit breakers. Logical hardening includes firmware and software operations, such as authentications and deactivating unused

features and unused communication protocols.

Yet another aspect of PLC hardening comprises integrating security in PLC program codes, i.e. development of a secure code. This aspect mainly includes instructions to code developers, e.g. avoiding miscalculations and loose ends in the code, thereby making the code harder to exploit by cyberattackers.

This presentation will demonstrate best practices and discuss demands for PLC code security and hardening. The presentation is intended for code developers and project managers.
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